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Anomauin. Y cmammi npoananizoeano poro OSINT (poseioxulposcnioyeanmns 3 6iOkpumux
odicepen) y GUABLEHHI MA OOKYMEHMYBAHHI 3M0YUHHOL OISLIbHOCMI Y KOHMEKCMI 2IOPpUOHUX KOHGDAIKMIe
XXI cmonimmsa. Posenanymo npuxnadu egexmugnoco sacmocysanns OSINT y poscnioyeanusx
BOEHHUX 3/I0YUHIB, Kibepamak i NopyueHb MIXCHAPOOHO020 2ymaHimapHoz2o npasa. llpoananizosano
cmanoapmu yu@posoi doxkaszosoi basu, 3okpema Berkeley Protocol, ma inmezpayiro OSINT y pobomy
MIJICHAPOOHUX — NPABO3ACMOCOGHUX Op2aHi8. 3anpONOHOBAHO BUCHOBKU WOOO HOPMAMUEBHO20
pe2ynoeants ma nepcnekmug yoockonanenus sukopucmanns OSINT 6 ymosax cyuacHux 3az2po3.

Knrwwuosi cnoea: OSINT, ciopuonuili KoH@ikm, enekmponHi 00Kasu, Kibepamakxu, B0€HHI
snouunu, Berkeley Protocol, Bellingcat.

Summary. The article analyses the role of OSINT (Open Source Intelligence/Investigations) in
detecting and documenting criminal activity in the context of 21st-century hybrid conflicts. It examines
case studies of effective OSINT application in the investigation of war crimes, cyberattacks, and
violations of international humanitarian law. Particular attention is paid to standards for digital
evidence, notably the Berkeley Protocol, and the integration of OSINT into the work of international
law enforcement bodies. The article offers conclusions regarding legal regulation and the prospects
for improving the use of OSINT in response to contemporary threats.

Keywords: OSINT, hybrid conflict, electronic evidence, cyberattacks, war crimes, Berkeley
Protocol, Bellingcat.

IlocranoBka mpoduaemu. ['i6punHi koHpikTH XXI CcTOMTTS paguKaibHO 3MIHHIA
MPUPOAY Cy4aCHUX 30pONMHUX MPOTHUCTOSHB, OO0 €IHYIOUM €JIEMEHTU TpPaauliIiHOT BIHHU 3
kibeponeparisiMu, 1HGOPMALIHHO-TICHXOJIOTTYHUMH BIUTMBAMH, KaMIIaHIAMHU JAe3iH(opmariii,
MiAPUBHOIO E€KOHOMIYHOIO IISUTbHICTIO Ta BTPYYaHHSM Y BHYTPIIIHI CIpaBH CyBEpEHHUX
nepxkaB. Takuii KOMIUIEKCHUH XapakTep TiOpHIHUX 3arpo3 CTBOPIOE CYTTEBI BUKIHMKH JUIS
BUSIBIICHHSI, JIOKYMEHTYBAHHS Ta JIOKa3yBaHHS 3JIOYMHIB, 30KpeMa TMOPYIICHb MIXKHAPOIHOTO
TYMaHITapHOTO IpaBa, aKTiB arpecii Ta MAaCOBUX BOEHHUX 3JI0OYUHIB.

VY nux ymoBax 0coOJMBOI aKTyaJlbHOCTI HaOyBa€ BUKOPUCTAHHS BIAKPUTHUX JKEpell
inpopmarii (OSINT — Open Source Intelligence) sik anprepHaTHBHOrO ab0 J10AATKOBOTO
iHcTpymeHnTa 30upanns noka3iB. OSINT nmosBossie onepatuBHO (ikcyBaTu momii y maiixe
peanbHOMY Yaci, aHami3yBaTH HUQPOBI CHiAHM, iIeHTUPIKYBATH MPUYETHUX OCI0, HABITH Y
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BUIIAJIKaX BIJICYTHOCTI KOHTPOJIFO HAaJl BIAMOBITHOIO TEPUTOPi€I0 a0 (I3UYHOrO AOCTYIY 0
00’€KTa 3JI0YHHY.

[lonpu Bucoky edextuBHicTe OSINT y mnpakTMUHOMY 3acTOCYBaHHI - BiJ
KYPHATICTCHKUX PO3CHiAyBaHb A0 i HalllOHAIBHUX Ta MIDKHApPOJIHUX IMPABOOXOPOHHUX
OpraHiB - B YKpaiHCbKOMY IIpaBOBOMY IIOJi BC€ € BIJCYTHE HaJie)kKHE HOpPMATHUBHE
3aKpIUIEHHS. BOro miaxony. 3okpema, KpuMiHanpHui mponecyanbHUl KOAEKC YKpaiHU He
MicTuTh Bu3HAuYeHHS HI NOHATTA OSINT, HiI TepMiHy ‘“‘€lE€KTpOHHI JOKa3W’, IO CTBOPIOE
IIPOTaJIMHU B MIPOIECyaIbHOMY 3a0€3MeueHH] JOKa3yBaHHS B YMOBax T'iOpHUIHOI BIMHHU.

Pe3yabTaTH aHagizy HaykoBHX myOJjikamiii. AHami3 HaykoBUX MyOJiKaIiii 3acBiguye
3poctarounii iHTepec 10 TeMatuk OSINT y koHTeKCTI TOpUAHUX KOH(DIIIKTIB, 30KpeMa 11070
floro 3acTocyBaHHS JUIsl JTOKYMEHTYBaHHS BOEHHUX 3JI0YMHIB, MPOTUIIl KiGep3arposam,
MOHITOPHHTY MOPYIICHb IIPaB JIOJWHU Ta iHGOpMaIliiHoi O6e3neku. JloCaiTHUKN PO3TIIiIal0Th
OSINT He nuie K TEXHIYHUM IHCTPYMEHT 300py 1H(pOpMaIlii, a IK MOBHOLIIHHY METO/I0JIOT1I0
aHayi3y, SKa IO€JHYE KpayJICOPCHUHT, LU(POBY KPUMIHATIICTUKY, MAIIMHHE HABUYaHHS,
BepHudiKaIiro HKepe 1 MpaBOBHM CYMPOBiI 310paHUX MaTepiaiB.

3okpema, y nparx [lyukosa, Jlanne Ta Cy6aua (KIII) [1] nocaimkyerses posb OSINT y
3ano0iraHHi KiOepiHIUAEHTaM 1 BHUSBJICHHI TEXHIYHUX IHAMKATOPIB arak, BkiIovatouu IP-
aJipecw, JOMEHU Ta (IMMHTOBY akTHBHICTh. JKMyp i1 3emnsHikina (HAY) [2] 3nilicHumm
pETpOCIEKTUBHUI orJis ctaHoBIeHHS TexHoyorii OSINT, BuokpeMuBIy ii eTarnu po3BUTKY B
KOHTEKCTI 1H(popmarliitHoi BiiiHU. IBkoBa Ta Omipchkuii (JIbBIBChbKa MOJITEXHIKA) aHATI3YIOTh
cydacHi aBTomaTu3oBaHi iHcTpymMeHTH OSINT, a Takox mnpoOiemMu iXHBOI aganTaiii 10
yKpaiHChKHX peaii [3].

VY wMixkHapoAHIN HAayKOBiMl IiTepaTypi 3HayHa yBara MPHAUISETHCS BUKOPUCTAHHIO
OSINT y kouTekcti 30poitHoro koHpmikty Mix Pocieto Tta VYkpainoro. Hanpuxnan,
nocmimkenns E. Dincelli Ta iH. mpucBsueHe €THYHOMY XaKIiHTY JJIsi TYMaHITapHHUX IijIeH -
po3myky 3HHKIMX 0ci6 3a gomomororo OSINT [4]. J. Hauter 3amponoHyBaB KOHIICIIIIIO
"“forensic conflict studies”, ne OSINT cayrye oCHOBHUM JKEPEIOM PEKOHCTPYKIN MO y
30HaX KOH(QUIIKTIB y U(pOBY ernoxy [5].

Bongnouac Hu3ka myOumikaiii Harojomrye Ha pPH3UKax, TOB’S3aHUX 13 HEHAJICKHOIO
BepuQIKAIl€I0 JaHUX, TMPABOBUM CTAaTycOM IU(MPOBUX JOKa3iB, €TUYHOKO BiAMOBIIAIBHICTIO
JOCIIITHUKIB, a TaKOX BIJICYTHICTIO HOPMAaTHUBHOI 0a3u JUisl JICTITUMHOTO BHUKOPHUCTAHHS
pesynbrariB OSINT y cynoBomy mporieci. i BUKIMKM akTyani3yroTh moTpedy B rapMoHi3aiii
HAI[IOHAJTHHOTO 3aKOHOJABCTBA 3 MDKHAPOJHUMH CTaHAApTaMH, 30KpeMa IOJI0XECHHIMU
Berkeley Protocol on Digital Open Source Investigations, sikuii BCTAHOBJIOE TpaBHIIA
aBTeHTH(IKallll, 30epexeHHs METaJaHuX, JOTPUMAHHS €TUKHM 1 3a0e3MedyeHHs JIaHIora
30epiranns nudposux nokasis (chain of custody).

Takum umHOM, HaykoBHMH mUCKypc miaTBepmkye BaxiuBicTh OSINT sk kiIr04oBOTO
THCTPYMEHTY JOKYMEHTYBAaHHS 3JIOYMHIB Y T1OpUAHMX KOH(QIIKTaX, BOJHOYAC BKa3ylOUM Ha
HEOOXIHICTh MOMABINOI MPAaBOBOI, TEXHOJOTIYHOI Ta METOJOJIOTIYHOI IHCTUTYIIIOHATI3AIi]
[LOTO MIAXOIY.

MeTtor0 cTaTTi € KOMIUICKCHHH aHami3 MOTEHIaly Ta MPaKTUYHOTO 3aCTOCYBAaHHS
OSINT (po3Bigku/po3ciinyBaHHs 3 BIOIKPUTHX JDKEpeN) sSK 1HCTPYMEHTY BHUSIBIICHHS,
JOKYMEHTYBAaHHS Ta JOKa3yBaHHS 3JI0YMHIB y KOHTEKCTI TiOpHIHUX KOHQIIKTIB, 30KpeMa
BOEHHUX 3JI0YMHIB, Ki0epaTak Ta MOPYIIEHb MIKHAPOAHOTO TyMaHiTapHOro mpasa. Crarts
TaKOXX CIpsIMOBaHa Ha JOCIIPKEHHS HOPMATHUBHO-TPABOBHUX, METOAOJOTIYHMX 1 €TUYHUX
acriektiB iHTerpanii OSINT y HamioHanbpHI Ta MIKHApOIHI MPaBO3aCTOCOBHI MPAKTHKH, a
TaKOX Ha BU3HAYEHHS IMEPCIEKTUB WOTO MOAAJBIIOTO BIPOBAHKEHHA B YKPAlHCBKY CHCTEMY
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KPUMIHAJIBHOTO MPaBOCYIJS 3 ypaxyBaHHSIM MIDKHApPOJIHUX CTaHIapTiB, 30Kkpema Berkeley
Protocol.

Buxian ocHoBHoro marepiamy. OgHuMm 13 HalOuIbIl €(QEKTHUBHUX Ta JUHAMIYHHMX
IHCTPYMEHTIB Cy4acHOTO iH(opMaIiifHOro aHami3y € po3Bigka 3 BiakpuTux mkepen - OSINT
(Open Source Intelligence). ¥V mpakrtuili KypHaIiCTHKH, KPUMIHATICTHKHA Ta MPAaBO3aXHCHOI
JISIBHOCTI HEPIAKO BUKOPUCTOBYETHCS TEPMIH “‘pO3CIINYBaHHS 3 BIAKPUTHX JDKEpeEN’, IO
aKIICHTY€ yBary Ha (h)akTHYHOMY BCTAHOBIICHHI MOAiN abo oO6cTaBuH. BogHovac y BIMICHKOBIH,
aHATITUYHIA Ta pPO3BIMYBaJIbHIA cdepl mepeBaxkae TEpMiH “po3Biaka’, SKHH BigoOpakae
CHUCTEMHY OOpOOKY, OIlIHKY Ta IHTEpHpeTalilo AaHUX 3 BIJKPUTHUX JDKEpEl 3 METOIo
(opMyBaHHS aHAJIITUYHOTO MPOAYKTY. He3Bakaroun Ha TEpMIHOJIOTIYHI PO301)KHOCTI, 00MABa
MiTX0aM BiAoOpa)xaroTh OJHY METOJIOJNIOTIYHY OCHOBY - BUKOPHCTAHHS JOCTYIMHOI MyOJaidHOT
iHdopMartii s BUSIBJICHHS, MIATBEPKEHHS a00 MOsICHEHHS (PaKTiB, MOJIN Ta SBHIII.

VY xonTtekcti T10puanux 3arpo3 OSINT TpanchopmyBaBcs 3 TONOMIXKHOIO 1HCTPYMEHTA
y TIOBHOIIIHHHNA MeTOJ 300py J0Ka3iB, SIKUl aKTUBHO BHKOPUCTOBYETHCS 5K JKYPHATICTCHKIMH
HII[laTUBaMU, TaK 1 MPABOOXOPOHHUMHU Ta CYJIOBHMH OpraHaMd Ha HaIllOHAJbHOMY Ta
MibkHapogHomy piBHAX. OSINT mepenbavae cucremarnunuii 36ip, aHami3, Bepudikailiio Ta
30epexxeHHs 1HpopMallii 3 BIIKPUTHUX JIKEpell, 30Kpema:

- comianeHux Mepex (Twitter/X, Telegram, Facebook, TikTok);

- BigeoxoctuHris (YouTube, Vimeo);

- CyNmyTHUKOBUX 3HIMKIB (Maxar, Planet Labs);

- udpoBHUX Meia Ta iIHPopMaLiiHUX TOPTAJIIB;

- YPSIOBHX 1 KOPIIOPATUBHUX BeOPECYpPCiB;

- BIZKpUTHUX 0a3 JaHUX, PEECTPIB Ta METAIAHUX;

- TeMaTHUYHUX QOpyMiB, 30Kpema B JlapkHeTi;

- JIPYKOBAHOI IIpecH;

- pamio;

- TesiebaueHHs TOILIO.

OcobnuBictro  OSINT y riOpugHux KOHQIIKTaX € MOXJIUBICTb  BUSIBJISTH,
JOKYMEHTYBAaTH ¥ MiATBEP/KYBaTH (PaKTH 3JI0YMHIB y PEKUMI MaikKe peasbHOro dvacy, a
TaKOX BCTAHOBJIOBATH IMGPOBI CHIAM MPUYETHUX OCiO abo yrpymnoBaHb. 3aCTOCYBAaHHS
OSINT oxomioe AekiIbKa KIIYOBUX HAMpsMIB: TEOJOKAMHUN aHami3 (HampuKIa,
BU3HAYCHHS MICI[b y/IapiB UM TEPECyBaHHS TEXHIKH), XPOHOJOTIYHA PEKOHCTPYKIiS IO,
imeHTudikamia MiJO3PIOBAHUX 32 JONOMOTOI0 pO3Mi3HaBaHHA o00aM4 abo mnpodimB Yy
colMepexax, a TaKoK TeXHIYHa aTpuOy1is KibepaTak.

SckpaBum npukiagom edexktuBHoro 3actocyBaHHs OSINT crtaB keiic po3ciinyBaHHS
aBiakatactpodu peiicy MH17. Hezanexune mocmignunbke o0’ennanus Bellingcat Ha ocHOBI
BIAKPUTHX AaHUX ((POTO, BiE€O, CYNyTHUKOBUX 300pa)KC€Hb, TE€OJIOKAIl) 3yMiJO TOBECTU
nepemimienHs 3PK “Byk” 13 teputopii Pociiicekoi ®enepaiiii 10 THMYacoBO OKYMOBaHOL
yactuHu [lonOacy, #oro y4yacth y 3HMILIEHHI JIiTaka, a TaKOX 1AEHTU(IKYBaTH KOHKPETHHX
BiliChKOBOCITY)00BI[iB PD, 1m0 Oymu 10 uporo npuyetHi [6].

3 Mo4yaTkoM MoBHOMAcIITaOHOTO BTOprHeHHs pd B Ykpainy y 2022 poui OSINT nouas
MacoBO BHUKOPHUCTOBYBAaTHCS HEYPSJIOBUMH OpTraHi3allisM{, BOJOHTEPAMH Ta CJiTYAMHU
OpraHamMu sl JOKYMEHTYBaHHS 3JIOYMHIB TMPOTH IMBUIBHOTO HaceneHHs. Tak, Bizeo 3
Telegram, ¢oro i3 comialbHUX MEpEX, CYIMyTHHKOBI 3HIMKHA CTalH JIOKa30BOIO 0a30i0 y
KPUMIHAIBHUX MPOBAKEHHSIX MO0 OOCTPLIIB HACENEHUX MYHKTIB, PYWHYBAaHHS >KUTIOBUX
OyAMHKIB, IIKLI, JTIKapeHb Ta IHIIUX 00’ €KTiB MUBLUIBHOI iH(pacTpyKTypH. 3i0paHi qaHi cTamu
OCHOBOIO JUIsl CTBOPEHHS NETAIBHHUX 3BITIB, aHAMITHYHUX JOCITIDKEHb Ta MaTepialiB, sKi
MEepPEeaaroThCs 0 HAIllOHAJBHUX 1 MDKHApOJIHUX TMPABOBUX IHCTHTYLIW. Bucoka TOYHICTH
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TCOJIOKAIIHUX JTaHUX, XPOHOJOTIYHA KOHKPETHICTh BIJOMOCTEH Ta MOXKJIMBICTh Bepudikarii
matepiaiiB 3poommn OSINT BakJIMBUM 1THCTPYMEHTOM JUIs ikcallii 3JT0YMHIB, MiABUIICHHS
pIBHA TpaHCHApEHTHOCTI pO3CHiAyBaHb Ta 3a0€3ME€UEHHS HEBIJBOPOTHOCTI MOKAPAHHS IS
BUHHUX.

VY xibeprpoctopi OSINT 3abe3neuye aHamiz Ta arpuOymito kibepaTrak, MOHITOPHUHT
JECTPYKTUBHOI JisiibHOCTI yrpynosanb tuny KillNet, 30ip texniunux inaukatopis (IP-anpec,
JIOMEHIB, (DIIIMHIOBUX KaMIIaHii), a TaKOX BHUSABIEHHS 3arpo3 y napkHeTi. [Hpopmaris,
3100yTa 3a pornomororw OSINT, no3Bonsse CERT-rpymnam, mpaBoOXOpOHIISIM Ta MiXKHAPOIHUM
cTtpykTypam (Hanpukiaa, Europol un ENISA) cBoeuacHo pearyBatu Ha KiGep3arposu.

VY 3B’S3Ky 31 3pOCTaHHSIM 3HAYYIIOCTI EJIEKTPOHHHUX JOKAa3iB, MIKHAPOJHA CHLILHOTA
novasa HarpalbOBYBaTH BIANOBIIHI HOPMAaTUBHO-eTHYHI cTaHAapTu Bukopuctanus OSINT y
KpUMIiHAJILHOMY MpaBocyai. BusHauanpHO0 moaiero crano yxBaieHHs y 2020 pomi Berkeley
Protocol on Digital Open Source Investigations, po3po6ienoro crinbro UC Berkeley Human
Rights Centre Ta Ynpaeninasm Bepxoaoro xomicapa OOH 3 mpas moauan (OHCHR) [7].
Leit [IpoToko periTaMeHTy€e KIFOYOB1 IPUHITUIIN:

- 3a0e3Me4YeHHs] aBTEeHTUYHOCTI JIXKEpeTl Ta HeMepEepBHOCTI JIaHIiora 30epiranHs J0Ka3iB
(chain of custody);

- 30epeXeHHs METaIaHUX;

- Bepudikaris iHbopmaIri Ta HKeper;

- JOTPUMAaHHA ETHYHUX CTAHIAPTiB, 30KpeMa HEJOMYIICHHS IIKOIW CBiIKaM Ta
MOTEPILIUM.

Crorogni OSINT genani akTUBHIIIE IHTETPYETHCS Y pOOOTY MIKHAPOJAHHUX 1HCTUTYIIIM:
MixkHapogHOTO KpuMiHaiIbHOTO cyny, Opranizamii O6’ennanux Hamiii, Human Rights Watch,
Europol (uepes miatpopmy SIRIUS), INTERPOL, a takox crieriaiizoBaHHX TPHOYHATIB.

Takum ynaOM, OSINT cTae He nuIIe TEXHIYHUM THCTPYMEHTOM, a i HOBOIO TTapaIMrMOI0
JI0Ka3yBaHHS Y MIXKHAPOJAHOMY KPUMiHAIBHOMY TIPaBi, 1110 JO3BOJISIE€ JOKYMEHTYBATH 3JI0UYUHU
HaBITh Y HEAOCSKHUX (PI3UYHO PETiOHAX, 3 BUCOKOIO TOYHICTIO, OTIEPATUBHICTIO Ta JIOKA30BOIO
AKICTIO.

Pazom 3 M y ynHHOMY KpuMmiHanbHOMY IpolecyallbHOMY KOJIeKCi YKpaiHH BiJCYTHE
noHsATTst OSINT. Binbmie Toro, BiCYTHE 1 MOHATTS €IEKTPOHHHUX JOKa3iB, BIIHOCHO YOTO
TPUBAIOTh FOCTPI HAYKOBI TUCKYCIi [8].

[Ipore cydacHa cutyalliss BUMarae€ MPUMHSTTS HOBHX METOJIIB pearyBaHHS Ha HOBITHI
BUKIMKH Ta 3arpo3u [9]. Ake 3II0BMHCHHKH, OCOONMBO y BHIIQJKy BOEHHUX 3JIOYHHIB,
IECTIPSIMOBAHO 3HUIIYIOTH JI0Ka3u a00 MaHIMyOTh HUMU. Hanpukiaa, MacoBi TOXOBaHHS
4acTO TPUXOBYIOTHCA, O0’€KTHM LMBUILHOT 1HQPACTPYKTypu - JOOYHOBYIOThCS abo
PEKOHCTPYIOIOTHCHA.

Takox y TiOpuaHuX KOH(QIIKTaX dYacTo JiIOTh HE3apeecTpoBaHi, ‘‘aHOHIMHI”
dbopMyBaHHsA, SKI HE MarTh OQIUIHHOTO crarycy apwmii. Y KiOepBiliHI — 3JIOYMHH YacTO
BUMHSIOTHCS uepe3 0oTHeTH, VPN, iH)pacTpyKkTypy B IHIIUX FOPUCIUKIUAX, IO YCKIAIHIOE
imeHTrdikaIiro BUKOHABIIIB 1 BCTAHOBIIEHHS 1XHBOI BIIMOBIIATHHOCTI.

JIis TpaAuLiftHOrO KPUMIHAJIBHOTO MEepPeCIilyBaHH HE0OX1THO:

- MaTH KOHTPOJb HaJl TEPUTOPI€I0, ¢ BUNHEHO 3TI0UYHH;

- 3i0paTH JOIyCTHMI 3 TPABOBOT TOUYKH 30Py JOKA3H;

- 3abe3meunTn OE3MEKY CBIJIKIB,;

- OTpUMaTH MDKHApOJHY TPaBOBY JIONIOMOTY, fKa 4YacTO € TpUBAJIOK Ta
3a0I0POKPATH30BAHOIO.

VY Bumazakax kibeparak ab0 BUYMHEHHS BOE€HHHX 3JIOUYMHIB B yMOBaxX TiOpUAHOI BiHU
KJIAaCUYHI METOJIM PpO3BIAKM Ta 30upaHHS J10Ka30BO1 1HQoOpMAIii YacTO BHUSABISIOTHCS
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MajoepeKTUBHUMHU a00 30BCIM HEMPUIATHUMHU. BiacyTHICTh (PI3UYHOTO JOCTYIy JO 30HH
0oMOBHX i, CyBOpa KOHTPOJIHOBAHICTh 1H(OPMAIIIMHOTO TPOCTOPY arpecopoM, a TaKOXK
BUCOKI PU3MKM JUIsl AreHTYpHOI'O amapaTy 3yMOBIIIOIOTh HEOOXIJHICTh BHKOPUCTAHHS
aTbTEPHATUBHUX I1HCTPYMEHTIB, cepel SKkuX BiakpuTi mkepena iHdopmamii (OSINT)
BIJIIrParOTh JIeJaTl BaXXIUBIITY POJIb.

SAckpaBum npukiianoM epektuBHoro 3acrocyBanus OSINT e Oe3nperieeHTHa onepartis,
MIPOBEJIEHA HE3AJIEKHOIO JAaHCHKOIO KYPHAJICTChKOIO opraHizaimiero Danwatch y cmiBopani 3
HU3KOIO0 €BPOINECUCHKUX Media. Y Mekax ITi€l KYpHaTICTChKOI 1HIIIATHBU OyJIO OTPUMAHO Ta
OTIPUJIIOTHEHO TOHAJ 2 MUIBHOHM JOKYMEHTIB, IO MICTHJIM BKpal 4yTIHMBY 1HGOpMAIIIO
10/10 MOJiepHi3allii iIHpPaCTPYKTYpPHU POCIMCHKOTO SIAEPHOTO apceHaly.

[IpoanamizoBani MaTepiadd BKIOYAIH JJOKIQJHI KpECIACHHS, IH)KCHEPHI IUTaHH Ta
JIOTICTHYHY JOKYMEHTAIlF0 sAepHUX 0a3, 30KpeMa: CHCTeMH OaraTopiBHEBUX (i3HIHUX
Oap’epiB (MOTpiiiHI 3a3eMJICHI MapKaHW), 3acCO0M BUSBIEHHS pajialiifHOro 3a0pyaHEHHS,
YKpPIIUIEH] BXOJHW, JUCTAHUIMHO KEpOBaHI KYJIEMETHI M IpaHaTOMETHI YCTAaHOBKH, a TaKOX
OTIHMC PO3MIIIEHHS ¥ TOTOBHOCTI SIEPHUX OOETOIOBOK, III0 MOXKYTh OyTH 3aCTOCOBaHI 3 Pi3HUX
mwiatpopM — HaA3eMHUX, MOPCHKUX Ta aBlalliiHUX. Y JOKyMEHTaX TakoX (QikcyBaiacs
aKTUBHICTh BIMCHKOBOI'O MEpPCOHANLy, IIO0 OOCIYroBy€ LI KOMIUIEKCH. BUTIK aBTEHTHYHHMX
KpeclieHb 1 JIOTICTUYHOI iH(opMarii 3acBiIUMB BPa3JIMBICTh CHUCTEM OE3IMEKH POCIHCHKUX
saepHux 00’€KTiB 70 KiOepaTak, iHQOpPMAIIHHUX BTOPTHEHb Ta BHYTPINIHIX TEXHOTCHHHUX
3arpo3 [10].

3a3HaveHl JaHl, 3a CBOEI MPHUPOAOID, HE MOINIM OyTH OTpUMaHI 3a JOMOMOTOI0
TPaJMIIMHUX 3acO0IB CYMYTHUKOBOI PO3BIAKH, areHTYpHOI Mepexi 4YH TEXHIYHOTO
IPOCIYXOBYBaHHs. IXHiit 36ip i Bepu(ikallis cTaly MOKIMBUMYU BUKIIOUHO 3aBJISKH METOIAM
OSINT, mo nependayaroTh aHATITUYHE OMPALIOBAaHHS MACHUBIB BIAKPUTOI a00 HAMIBBIAKPUTOI
udposoi iHpopmariii, 30kpemMa BUTOKIB, METAIaHUX 1 IU(PPOBUX CJIIJIIB.

B Vkpaini micnst mouatky mnoBHomacmitaOHoi arpecii pd OSINT craB HEe mpocTo
JOTIOMIXKHUM, a KIIOYOBUM I1HCTPYMEHTOM Y pO3CIiAyBaHHI 3JI0YMHIB Yy TiOpUIHUX
koH(mikTax. [Ipyu 11bOMY BaXIJIMBO JOTPUMYBATHUCS JTOIMYCTUMOCTI JOKa3iB, a/pKe CyAH HE
3apxu Bu3HatoTh OSINT, sK110 nmopyiieHo nporeaypy aBTeHTudikartii.

EdexruBnicTs OSINT 3anexuTh BiI:

- CTaHJapTH3allii mpoueayp 300py Ta OOpOOKH TaHUX;

- HaBYaHHS (PaxiBIiB (CIIIYNX, TIPOKYPOPIB, CYIiB);

- PO3BUTKY MI>)KHApOJHOTO CIIBPOOITHUIITBA.

VY cyuacHux ymoBax 1u@posizaiii gokazoBoro mporecy OSINT mocrae He numie sx
THCTPYMEHT olepaTUBHOro 300py iHdopmariii, a sk GeHOMEH HOBOI JOKA30BO1 MapajurMu, 1o
MOEJHYE eleMeHTH iHdopMaliitHoi Oe3neku, HUPPOBOI KPUMIHATIICTHUKH Ta IPaBOBOTO
aHamizy. Y KOHTEKCTi Teopii qokazoBoro mpaBa OSINT 3MiHIOE ysABIEHHS MpO JKepena,
JOTYCTUMICTh 1 JOCTOBIPHICTh JIOKA31B: JIaH1 3 BIAKPUTHUX JDKEpEN JAeAalli YacTimie CIyTYITh
OCHOBOIO /17151 ()OPMYBaHHS CYJOBHX pillIeHb, HaBiTh 3a BIJICYTHOCTI KIACHYHHX PEUOBUX YU
MUCHMOBHUX J0Ka3iB. A y cdepi mudponoi kpuminamictuku, OSINT iHTerpyerscst sk METOX
BUSBJICHHA, (ikcaiii, aHamizy Ta 30epekeHHs IUGPOBHUX CHIAIB, M0 YaCTO € €IUHUMU
J0Ka3aMd Yy BHIaJIKaX BOEHHUX 37I04MHIB abo kibepatak. Takum uymHOM, OSINT
MIEPETBOPIOETHCS HAa MUKIUCHMIUIIHAPHY KAaTEropiro, ska BHMAra€ OHOBJICHHS IPAaBOBUX
MiIXOMIB 7O BHU3HAYEHHS, JIOMYCTHMOCTI Ta JIETITUMHOCTI IU(POBUX JIOKa3iB Yy
KPUMIHAJIBHOMY TIPOIIECi.

Oxpemoi yBarum moTpeOyIOTh pu3HKU 37M0BkUBaHb y cdepi OSINT, 3ymoBieHi sk
TEXHIYHAMH, TaK 1 €THYHUMH YUHHHKAMH. 30KpeMa, 3 PO3BUTKOM TEXHOJOTIH MITYYHOTO
IHTEJIEKTY 3pocTae 3arpo3a BukopuctaHHs DeepFake-koHTeHTy, 34aTHOrO iMITyBaTH ToJoC,
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o0muyust abo il KOHKpPETHHUX OCi0 3 BHCOKMM CTyNEHEM JOCTOBIpHOCTI. BogHouac
danpcudikamis MeragaHux (gaTH, TEOJOKallii, aBTOpcTBa) ab0 HABMHCHE BHUKPHBIICHHS
JpKepena 1H(opmallii Moke NPU3BECTH 10 XMOHOI aTpUOyIIil 3JI0YMHIIIB, KOJM HEBUHHI 0COOU
MIOMHUJIKOBO 1ICHTH(IKYIOThCS K BUHHI. Taka CUTyallis HE JIUIIE HIBEITIOE JTOKa30BY IIHHICTh
Matepiaii, a # miapuBae noBipy A0 OSINT y cymoBoMy mporieci. Y 3B’SI3Ky 3 IIUM TIOCTa€
norpeda y CyBOpUX cTaHaapTax Bepu@ikalii HudpoBUX TKEpen - NepeBIPKH aBTEHTHUYHOCTI,
JaHIora 30epiraHHs 30epeKeHHs MEPBUHHUX JIaHUX, 4 TAKOX 3aly4eHHs KBali(hiKOBAHUX
EKCIIepTIB J0 TMpoIecy aHamidy. be3 HalexHOi MporeaypHOl jeramizaiii Ta He3aleKHOI
excrieptu3u Bukopuctanus OSINT y kpumiHabHOMY MPaBOCYIII MOXKE HE JIUIIE BUSBUTUCS
Hee(heKTHBHUM, a I CTAHOBUTH 3arpo3y JJIs TIPaB JIFOJIMHU Ta BEPXOBEHCTBA IIPaBa.

VYkpaiHa Mae TOTEHITIA] CTaTH MPUKIAIOM JJIs iHIIUX JAepkaB y BrpoBamkeHHi OSINT-
MIIXOMIB JI0 JOKYMEHTYBAaHHS 3JI0YMHIB, CKOEHHX Yy 30HI 30pOMHOr0 KOH(IIIKTY, VY
kibepnpocTopi, a TakoXk Yy c¢epl TpaHCHALIOHAJIBHOI 3J0YMHHOCTI Ta THOPYILIEHb
MIKHApOJHOTO TYMaHITapHOTO IIpaBa.

BaxmuBy pons y BnpoBamkeHHi OSINT y mpakTudHy misSUTbHICTH HPaBOOXOPOHHHX
opraiB Bigirpae Harionansnuii koopauHaiiitnuii nentp ki6epOesnexku PHBO Vxkpainu.
Hisipaicts HKIK y nipoMy HampsiMmi CyTTEBO aKTHBI3yBajach Micis BiMCbKOBOI arpecii p¢
[11].

KommiekcHe BHUKOpHUCTaHHS BIOKPUTHX JDKEped — Bijgeo Ta ¢oTomaTepialiB 13
COIIAIbHUX MEPEX, CYMMyTHUKOBUX 3HIMKIB, METaJaHUX, T€OJOKaliiHOi 1H(OpMaIlii, 3amuciB
13 TyOJIIYHUX KaMep CIIOCTEPEIKEHHS — JI03BOJISIE CTBOPIOBATH JJOCTOBIPHY JOKa30BY 0a3y, 110
MOKe OyTH BUKOPHCTAaHA Y HalllOHATHHUX Ta MI>KHAPOJIHUX CYTOBUX MPOBAHKEHHSIX, 30KpeMa
MixHapOAHUM KPUMIHAIBHUM CYOM Ta CTeIliali30BaHUMH TPUOYHATIaMHU.

Cucrematnynnii po3Butok OSINT-mpaktuk B YkpaiHi B yMmMOBaX MOBHOMacIITaOHOT
BiifHM crpusie (OPMYBAaHHIO HOBOI MapaJurMH JOKYMEHTYBaHHS BOEHHHX 3JIOUMHIB, SKa
moeHy€e UQPPOB1 TEXHOJOTIT, KpayacopcuHr (30ip ¢oTo, Bijieo, MOBIIOMJICHb Bl OYEBHIIIB
MOI1# uepe3 colianbHl Mepexi, 4aT-00TH, CHellaibHI MIaTGOPMHU) Ta aHATITUYHY EKCIIEPTHU3Y.
VY oMy KOHTEKCTI YKpaiHa MO HE JIMIIE aJanTyBaTh HalKpalll MIXKHAPOJIHI CTaHIAapTH, a
W cTaTtu JKeperioM iHHOBAIlii nms ¢popMyBaHHS T7100aTbHOT HOPMATUBHOI Ta METOAOJIOTIYHOL
6a3u y cdepi 3actocyBanHs OSINT y mpaBo3acTOCOBHIN MisUIBHOCTI Ta MIXKHApOJIHOMY
MPaBOCY/II.

BucHoBkwu.

OSINT ytBepauBCS SIK OJUH 13 KIIOYOBUX IHCTPYMEHTIB JOKYMEHTYBAHHS 3JI0YMHHOI
JANBHOCTI Yy KOHTeKCTi ribpmmumx koH¢muiktie XXI cromirrs. Horo mepesaru -
ONEpaTUBHICTh, JTOCTYIHICTh, LH(poBa MacimITaOOBAaHICTh 1 3AaTHICTh (YHKLIOHYBaTH B
yMOBaxX 00MeKeHOTO ab0 BiJICYyTHHOTO (DI3UIHOTO JOCTYIY JIO MiCIIS TTOZI1.

Edexrusnicts OSINT noBeneHo Ha MpakTHUIll Y YUCICHHUX Keicax - BiJl MIXKHAPOIHHUX
KypHanmicTcbkux po3ciigyBanb (Bellingcat, Danwatch) no kpumiHaiabHUX MHpOBaJKEHb B
VkpaiHni 1mo10 BOEHHUX 3JI0UMHIB, CKOEHHMX Mia yac 30poitHoi arpecii P®. Taki mpuknaau
3acBimuyroTh moteHmian OSINT sk jkepena [okasiB, 37aTHOTO JIOTIOBHIOBATH a0o
3aMIl[yBaTH TPAAMIIIIHI METOIU PO3BIIKH Ta CIIIJICTBA.

BopHodac 3amumiaeThcsi HM3Ka BUKIIHMKIB 100 TpaBoBoro crtarycy OSINT-maHux sk
JI0Ka3iB y CyJOBOMY IIpoleci. 30KpemMa, YKpaiHChKEe 3aKOHOJABCTBO HE MICTHUTh YiTKOTO
BusHaueHHs OSINT, a BiACyTHICTP CTaHAAPTH30BAHWX NPOLEAYp aBTEHTHUQIKAIii,
30epexeHHS MeTagaHux 1 3a0e3medeHHs Oe3mepepBHOro JjaHirora 30epiranHs (chain of
custody) oOMexye MOXKIMBOCTI IOBHOLIHHOTO BHKOPHUCTAHHSA TaKWX MarepiaiiB Yy
KPUMIHAJIbHOMY IIPOBAJKEHHI.
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BaxxnuBy poJib K €THYHHU 1 POIEAYPHUM OPIEHTHP IS 3a0€3MeUYeHHS JOCTOBIPHOCTI,
IPaBOMIPHOCTI Ta 3aXHINEHOCTI JaHUX, OTPUMAHHUX i3 BIAKpUTHX IKepend Bimirpae Berkeley
Protocol on Digital Open Source Investigations (mporokon bepximi). IaTerparmis ioro
MOJIO’KEHb Y HaIllOHAJIbHE 3aKOHOJIABCTBO Ta MPAKTUKY MPABOOXOPOHHHUX OpraHiB YKpaiHu €
HEOOXI1THOI0 YMOBOIO ITIIBUIIICHHS SKOCT1 PO3CIIiTyBaHb 1 IOBIpH 10 MUGPOBUX TOKA3IB.

YkpaiHa Mae yHIKQJIbHUM JOCBIA Ta MOTeHIan s (OpMyBaHHS Cy4acHOi MoOJeni
3actocyBanHs OSINT y cdept mporuaii 3704uMHAM Yy TIOpUAHMX KOHQUIKTax. Y
nosrocTpokoBiii nepcrektuBi OSINT mMoxe cTaT 0OCHOBOIO HOBOI MapagurMu KPUMIHAIBHOTO
npaBoCyAlid y HUGPOBY €MOXY, 110 MOEAHYE TEXHOJIOTIYHI MOKIUBOCTI, €TUYHI CTaHAAPTH Ta
MIKHApOHE CIIBPOOITHUITBO.

Ha ocHOBI oTprMaHOT0 J0CBiy B yMOBaX T1OpUIHOT BIHHU MEPCIEKTUBHUM HAMPSIMOM €
yHidiKallisl Ta eKCIOPT HAMpaloBaHb SK MPUKIaAy edEeKTUBHOIO pearyBaHHS Ha 3JI0YMHHY
nisbHICTh.  [loganbuii  JOCHiPKEHHST NOTPeOYyIOTh PO3POOKM METOIMKH IPOILEeCyaabHOI
neram3zanii mudpoBux A0Ka3iB, 3100yTux 3a gomnomoror OSINT, cTBopeHHs HaIllOHATHLHOTO
cTaHaapTy Bepudikaiii BiIKpuTux JKepeln, a Takok BuBUeHHS OSINT sk iHCTpymMeHTYy He
JIMIIIE PO3CIIITYBaHHS, aJie ¥ MmonepeKeHHs Kibep- Ta BOEHHUX 3JI0YHHIB.
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